ETSI A\
ETSI(C

EUROPEAN ETS 300 392-11-6
TELECOMMUNICATION October 1998

STAN DARD

Source: TETRA Reference: DE/TETRA-03001-11-06
ICS: 33.020

Key words: TETRA, V+D

Terrestrial Trunked Radio (TETRA);
Voice plus Data (V+D);
Part 11: Supplementary services stage 2;
Sub-part 6: Call Authorized by Dispatcher (CAD)

ETSI

European Telecommunications Standards Institute
ETSI Secretariat

Postal address: F-06921 Sophia Antipolis CEDEX - FRANCE
Office address: 650 Route des Lucioles - Sophia Antipolis - Valbonne - FRANCE
Internet: secretariat@etsi.fr - http://www.etsi.org

Tel.: +334 92 94 42 00 - Fax: +33 4 93 65 47 16

Copyright Notification: No part may be reproduced except as authorized by written permission. The copyright and the
foregoing restriction extend to reproduction in all media.

© European Telecommunications Standards Institute 1998. All rights reserved.



Page 2
ETS 300 392-11-6: October 1998

Whilst every care has been taken in the preparation and publication of this document, errors in content,
typographical or otherwise, may occur. If you have comments concerning its accuracy, please write to
"ETSI Standards Making Support Dept." at the address shown on the title page.



Page 3
ETS 300 392-11-6: October 1998

Contents
(0T o] o PP ERRP T RUTPRRTTR 5
1 Yo 0] o1 7
2 NOIMALIVE FEIEIEINCES ... ettt e e e e oottt et e e e e e s e e ba e et e e e e e e e e aannnennneeeaaaaeaanns 7
3 Definitions and abBhrEVIALIONS ..........eiiiiiiiii ettt e e e e e nnneeeas 8
3.1 (D= 11 011 1o o TR 8
3.2 FaN o] o] (=3 F= 1o PRSP 8
4 FUNCLIONAI MOTEN ...ttt e ettt e e e e e e e s e aa b et e e e e e e s e antnnnnaeeeaaeaeanns 8
4.1 Functional model deSCrIPION .........uviiiiiie e e e e e e e s 8
4.2 (DS ot g o] (o] o o] o SRR 10
42.1 Calling/restricted user A's functional entity, FEL .........cccccceoeiviiiiieeee e, 10
422 CAD control functional entity, FE2............ccciiiiiii e 10
4.2.3 Authorized user's functional entity, FE3 ...........oocoiiiiiee i 11
42.4 Dispatcher user's functional entity, FE7 ..o 11
4.2.5 Relationship of functional model to basic call functional model .................... 11
5 INFOrMALION FIOWS ...ttt e ettt e e e e e e e ettt e e e e e e e e e snnnneeeeaaaeeeanns 11
5.1 Definition of iINformation fIOWS ...........cueiiiiii s 11
5.1.1 Y O O I = LR SUPPRSTPSP 11
5.1.2 ACCEPTED ... ittt ettt st e e s 12
5.1.3 ACTIVATE ...ttt ettt e e st e e e e st e e e e stbe e e e s ssbaeaesssteeaenns 12
514 ACTIVATE ACK oottt ettt ettt ettt st snbe e e s snbae e e e e 12
5.1.5 [0 Y N ! SRR 12
5.1.6 DEACTIVATE ..ottt ettt et e e s e e s neaeae s 13
5.1.7 DEACTIVATE ACK .ottt ettt ettt e e e e s st e e s snsseeessnsneee s 13
5.1.8 DEFINE ....ooiiiiteiie ittt et e st e e s b e e s nneaeee s 13
5.1.9 [ Y @ PSS 14
5.1.10 DIVERT ottt et e ettt e e s ettt e e sttt e e s ntbe e e e s nnbeeeeane 14
5.1.11 DIVERTED ...ttiiiiitiite ettt ettt ettt e e e ssta e e e e st e e e s snbaea e s nnnaeaeane 15
5.1.12 INTERCEPTED .....coiiiitiiiie ittt ettt e et e et e e e sbneeeeanes 15
5.1.13 INTERROGATE .ooii ettt ettt ettt e st e e e sstae e e e sntae e e e snaeeeeanes 15
5.1.14 INTERROGATE ACK ...ttt ettt et e nnne e 16
5.1.15 REJECT oottt ettt ettt ettt e et e e e et e e e e et e e e s enta e e e e ente e e e e nnteeeeeanbeeeeennes 16
5.1.16 REJECTED .ooiiiitiie ettt ettt sttt e et e et e e e snbaeeeeane 16
5.1.17 REQUEST ..ttt ettt ettt e ettt e e e st e e e s bt e e e sntbaeeesnsaeeeeanes 17
5.2 Relationship of information flows to basic call information flows .............cccccvvveieiiiiinne, 18
5.3 SEIVICE PHIMILIVES ... eeieie ettt ettt e e e e e e ettt e e e e e e e e e nbbeeeeeaaeseaannbbeneaaaeeaaaaanns 18
5.4 INfOrmMation flOW SEQUENCES .......eeviiie et e e s e e e e e s e enraaeeees 19
54.1 NOIMAl OPEFALION .....eeeiiieee i e e e e eee s 19
5.4.2 Successful interception without call set-up to dispatcher in home SwMl ...... 20
543 Successful interception with "on-demand" call set-up to the dispatcher ....... 20
5.4.4 Successful interception with Direct call set-up to the dispatcher .................. 21
545 Rejection of call without call set-up to the dispatcher.............cccccvviiieinnnens, 21
5.4.6 Rejection of call after call set-up to the dispatcher..........ccccccvvveeiiiiciiniennnnn. 22
54.7 Calling user A disconnects the call during interception .............cccccevvveeenen 22
5.4.8 Calling user A disconnects when connection is established to the
ISPALCNET ... 23
5.4.9 User A in home SwMI, authorization in user A home SwMI with the
dispatcher migrated into another SWMI............cccciiiiiiinic e 23
5.4.10 Authorization in home SwMI against user B when user A has migrated
N0 ANONET SWIMLL.....eiiiiiiiee e 24
5.4.11 Authorization in visited SwMI against user A when user A has migrated

INEO TAL SWIML...eeeiee et e e e e e e e et e e e e s e e enaaaseaens 24



Page 4
ETS 300 392-11-6: October 1998

5.4.12 Authorization in home SwMI when user A and the dispatcher has

migrated into different SWMIS ........ccooviiiiiiie e 25

5.4.13 Authorization in user B home SwMI against user B when user A and the
dispatcher has migrated into the same SWMI...........ccoocceeeeiiiiccciiiieee e 26

5.4.14 User A in home SwMI , authorization in another SwMI against user B of
the OtNEr SWIMIL...ooiiiii e 27
5.4.15 Call COMPIELION .o a e 27
5.4.16 Activation/deactivation information flow.............cccocveriiinini e 28
5.4.17 Definition information floOw.............ooo 29
5.4.18 Interrogation information floW ... 29
5.4.19 EXceptional OPeration ..........cooieieiiiiiee it 30
55 [ = Lod 610 PP P PR PP 30
5.5.1 FE @CHONS Of FEL .....ueiiiiiiiiiiiie ittt e e 30
5.5.2 FE @CtIONS Of FE2 .....oiiiiiiiieeee et 30
5.5.3 ISIFE actions Of FE2.....cooeiiie e 32
55.4 FE @CtIONS Of FE3 .....oiiiiiiieieree et 32
555 FE @CHONS Of FET ....eeeiiiiiiiee et 32
6 Allocation of FES to physiCal EQUIPMENT.........ciiiiiiiie e e e e s e e e e e s ee e e e e e san e 33
7 INtEr-WOorking CONSIARIATIONS.........eii ittt e ettt e e e e e e ettt et e e e e e e e be e e e e e e e e e e anneenreeeeeaens 33
7.1 (@] 07= - 11T o TP 33
7.2 Y E=T g E=Te =T 0 g 1= o AP PP PPPPPPPPPPPPPPPN 34
7.3 1T = 11T o S PRRRURRRR 34

[ TS o] oY RSP ORPPR 35



Page 5
ETS 300 392-11-6: October 1998

Foreword

This European Telecommunication Standard (ETS) has been produced by the Terrestrial Trunked Radio
(TETRA) Project of the European Telecommunications Standards Institute (ETSI).

This ETS consists of 14 parts as follows:

This ETS is a multi-part standard and will consist of the following parts:

Part 1: "General network design".

Part 2: "Air Interface (Al)".

Part 3: "Inter-System Inter-working (ISI)".

Part 4: "Gateways".

Part 5: "Peripheral Equipment Interface (PEI)".

Part 6: "Line connected Station (LS)", (DE/TETRA-03001-6).

Part 7: "Security".

Part 9: "General requirements for supplementary services".

Part 10: "Supplementary services stage 1".

Part 11: "Supplementary services stage 2".

Part 12: "Supplementary services stage 3".

Part 13: "SDL model of the Air Interface (Al)".

Part 14: "Protocol Implementation Conformance Statement (PICS) proforma specification".

Transposition dates

Date of adoption of this ETS: 16 October 1998
Date of latest announcement of this ETS (doa): 31 January 1999

Date of latest publication of new National Standard
or endorsement of this ETS (dop/e): 31 July 1999

Date of withdrawal of any conflicting National Standard (dow): 31 July 1999
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1 Scope

This ETS defines the stage 2 specifications of the Supplementary Service Call Authorized by Dispatcher
(SS-CAD) for the Terrestrial Trunked Radio (TETRA) as provided by European operators. Stage 2
identifies the functional entities involved in the supplementary service and the information flows between
them. Stage 2 is part of three stage definition where stage 1 (ETS 300 392-10-06 [1]) specifies the service
description and the procedures of the supplementary service and stage 3 specifies the service primitives,
PDUs and protocols for functional entities.

NOTE: The stage 2 description is followed by the stage 3 description ETS 300 392-12-6 [2],
which specifies the encoding rules for the information flows and process behaviour for
the different entities in the SwMI, in the MS and in the LS.

Aspects relating to all supplementary services are detailed in ETS 300 392-9 [7].
Man-Machine Interface (MMI) and charging principles are outside the scope of this ETS.

The SS-CAD ensures that predefined TETRA calls do not proceed without first being authorized by
a dispatcher.

2 Normative references

This ETS incorporates, by dated or undated reference, provisions from other publications. These
normative references are cited at the appropriate places in the text and the publications are listed
hereafter. For dated references, subsequent amendments to, or revisions of, any of these publications
apply to this ETS only when incorporated in it by amendment or revision. For undated references the latest
edition of the publication referred to applies.

[1] prETS 300 392-10-06: "Terrestrial Trunked Radio (TETRA); Voice plus Data
(V+D); Part 10: Supplementary Services (SS) stage 1; Sub-part 6: Call
Authorized by Dispatcher (CAD)".

[2] prETS 300 392-12-06: "Terrestrial Trunked Radio (TETRA); Voice plus Data
(V+D); Part 12: Supplementary Services (SS) stage 3; Sub-part 6: Call
Authorized by Dispatcher (CAD)".

[3] ETS 300 392-2: "Radio Equipment and Systems (RES); Trans-European
Trunked Radio (TETRA); Voice plus Data (V+D); Part 2: Air Interface (Al)".

[4] prETS 300 392-3-1: "Terrestrial Trunked Radio (TETRA); Voice plus Data
(V+D); Part 3: Inter-System Inter-working (ISI); Sub-part 1: General description”.

[5] prETS 300 392-3-2: "Terrestrial Trunked Radio (TETRA); Voice plus Data
(V+D); Part 3: Inter-System Inter-working (ISI); Sub-part 2: Additional Network
Functions Individual Call (ANF-ISIIC)".

[6] prETS 300 392-3-5: "Terrestrial Trunked Radio (TETRA); Voice plus Data
(V+D); Part 3: Inter-System Inter-working (ISI); Sub-part 5: Additional Network
Functions Mobility Management (ANF-ISIMM)".

[7] prETS 300 392-9: "Terrestrial Trunked Radio (TETRA); Voice plus Data (V+D);
General requirements for Supplementary Services (SS)".
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3 Definitions and abbreviations
3.1 Definitions

For the purposes of this ETS, in addition to the definitions defined in ETS 300 392-2 [3], the following
definitions apply:

authorized user: The user who can make service definition. The authorized user can also
activate/deactivate and interrogate the service.

dispatcher: The user to whom the request for authorization is directed.

restricted user: The user who's calls are forced to be authorized by a dispatcher before the call can
proceed. The restricted user can be either the calling user A or the called user B or both.

3.2 Abbreviations

For the purposes of this ETS, the following abbreviations apply:

CCA Call Control Agent
FE Functional Entity
MMI Man Machine Interface
ITSI Individual TETRA Subscriber Identity
PDU Protocol Data Unit
M Mandatory
(0] Optional
CAD Call Authorized by Dispatcher
SS Supplementary Service
NOTE: The abbreviation SS is only used when referring to a specific supplementary service.
SwMI Switching and Management Infrastructure
4 Functional model
4.1 Functional model description

The functional model for SS-CAD shall, for each normal call set-up, consider the SS-CAD conditions
defined in the subscriber data for both user A and user B respectively. Each of these users can have the
SS-CAD authorization restriction which requires the dispatcher authorization at call set-up. The calling
user A shall be informed when SS-CAD is invoked. There shall be no SS-CAD related indication to the
called user.

Different dispatchers can be requested to authorize the call if SS-CAD is activated for either user A or
user B. The following rules shall apply:

- if user A and user B are present in the same SwMI and both have SS-CAD invoked towards the
same dispatcher, only one authorization shall be requested,

- if user A and user B are present in the same SwMI and both have SS-CAD invoked towards
different dispatchers, then it is outside the scope of this ETS if more than one dispatcher authorizes
the call;

- if user A and user B are in different SwMls, both SwMlIs shall analyse if SS-CAD may be invoked. If
invoked for both for both users, both the user A and the user B dispatcher shall be requested to
authorize the call in sequence;

- if user A migrates to another SwMI outside its own home SwMI, the SS-CAD subscriber data shall
follow it to the visited SwMI if SS-CAD shall be invoked there. It is optional for the visited SwMI to
support invocation of SS-CAD;
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- if user B migrates to another SwMI outside its own home SwMI, SS-CAD against incoming calls is
normally operated in the home SwMI, but the SS-CAD subscriber data shall follow user B to the
visited SwMI if SS-CAD shall be invoked against incoming calls originating from that visited SwMI
(intra-SwMI calls). It is optional for the visited SwMI to support invocation of SS-CAD;

- if user B has migrated to another SwMI outside its own home SwMI and that SwMI coincides with
the originating SwMI and the originating SwMI has first routed a call to user B to user B home SwMI
(instead of applying an intra-SwMI call), then that SwMI should not operate SS-CAD against that
incoming call to user B as the call at that moment is already authorized in the home SwMI of user B.

If a subscriber is migrating, the authorization shall, by default, be carried out by the subscribers' home

dispatcher. Upon agreement between the network operators, the SS-CAD authorization migrated user A

and/or user B may be carried out by the dispatcher of the visited SwMI.

Additional CAD restrictions can then be applied by the visiting SwMI to a migrating subscriber.

The functional model for SS-CAD shall comprise the following Functional Entities (FES):

- FE1 calling user A's agent;

- FE2 CAD control entity in the SwMI where SS-CAD is invoked and a generic transport
function, see ETS 300 392-9 [7];

- FE3 authorized user's agent;
FE7 dispatcher agent.

The following relationships shall exist between these FEs:

- ra between FE1 and FE2;
- rb between FE2 and FE2 in different SwMls;
- rc between FE7 and FE2;
- rd between FE3 and FE2.

Figure 1 and 2 show the FEs and their relationships.

SS-CAD operating Another
User A SwMI SwMI User A

Dispatcher Dispatcher

Authorised user Authorised user

Figure 1: Functional model for the operational part of SS-CAD
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User A
home SwMI Another SwMI
Authorised user ' Authorised user

Figure 2: Functional model for the management part of SS-CAD
4.2 Description of FEs
421 Calling/restricted user A's functional entity, FE1

At the reception of notifications of the CAD interception from FE2, FE1 may deliver them to the calling
user A.

4.2.2 CAD control functional entity, FE2
This functional entity:

- shall, for each new call establishment from user A, determine if the SS-CAD is activated and shall
be invoked due to any of the following optional conditions related to either user A or user B:

1) restricted basic service request;

2) restricted destination or source address;

3) restricted area.

NOTE: In addition there may be network dependent restriction reasons which are outside the
scope of this ETS.

- shall invoke call interception by sending information to the dispatcher functional entity FE7, if any of
the interception conditions are met;

- shall initiate disconnection of the call if call rejection is received from FE7;
- shall generate and relay to FE1 the call interception notifications addressed to user A;

- shall receive instructions and perform actions for activation/deactivation and interrogation of
SS-CAD from FE7;

- shall receive instructions and perform actions for acceptance, rejection and diversion from FE7;

- shall receive instructions and perform actions for definition, activation, deactivation and
interrogation of SS-CAD from FE3;

- shall return responses to FE3 regarding requests for definition, activation, deactivation and
interrogation of SS-CAD.

For general inter system inter-working this functional entity:

- shall deliver call interception notifications to the user A agent FE1 received from FE2 in another
SwMI where SS-CAD has been invoked,;

- shall deliver call interception notifications to the dispatcher agent FE7 received from FE2 in another
SwMI where SS-CAD has been invoked;

- shall receive responses from the dispatcher agent FE7 which are sent back to FE2 in the other
SwMI;
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- shall relay information to and from the authorized user functional entity FE3 when the authorized
user addresses FE2 of another SwMI.

Refer to ETS 300 392-9 [7] for further details on FE2 subdivision.
4.2.3 Authorized user's functional entity, FE3
This functional entity shall:

- receive requests from the authorized user regarding activation, deactivation, and interrogation and
pass these on to FE2;

- receive corresponding responses and information from FE2 and deliver them to the authorized
user.

4.2.4 Dispatcher user's functional entity, FE7

This FE shall deliver call interception notifications received from FE2 to the dispatcher. It shall also receive
responses from the dispatcher which are sent back to FE2.

When indication is received that CAD is invoked, the dispatcher shall either request immediate
continuation of the original call or redirect the call to the dispatcher for further authorization or rejection or,
if the authorization request is not accepted, immediately request disconnection of the initial call.

4.2.5 Relationship of functional model to basic call functional model

Functional entity FE1 shall be co-located with the calling user A's Call Control Agent (CCA) in a home or in
a visited SwMI.

Functional entity FE2 shall be co-located with the Call Control entity within that TETRA Switching and
Management Infrastructure (SwMI) where the SS-CAD is invoked.

Functional entity FE7 shall be co-located with the intercepted-to dispatcher's CCA in the SwMI where the
dispatcher is located.

Functional entity FE2 shall be located within that TETRA SwMI where the SS-CAD is not invoked but
where the user A or the dispatcher is located.

Functional entity FE3 shall be co-located with the authorized user's CCA.
Called user B's CCA is not co-located with any FE for SS-CAD.

Examples of a relationship between the FEs for SS-CAD and the FEs for the basic call are shown in
figures 3 to 14.

5 Information flows

This clause defines information flow names and contents in general terms. The information flows will be
transformed into real PDUs in stage 3, refer ETS 300 392-12-6 [2]. In some cases an information flow
defined in this part will be an element or a value of an element of a CC PDU, refer ETS 300 392-2 [3],
subclauses 14.7 and 14.8, and ETS 300 392-9 [7].

5.1 Definition of information flows

In the following subclauses, in the tables listing the elements in information flows, the column headed
"Type" indicates which of these elements are Mandatory (M) and which are Optional (O).

51.1 ACCEPT
ACCEPT is an unconfirmed information flow across rd and rc from FE7 to FE2 which indicates to FE2 that

the dispatcher has authorized the call and that the call set-up to user B can continue. Table 1 lists the
elements within the ACCEPT information flow.
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This information flow shall be mandatory to FEs which support authorization.

Table 1: Contents of ACCEPT

Element Type
Call identifier M

5.1.2 ACCEPTED

ACCEPTED is an unconfirmed information flow across ra and rc from FE2 to FE1 which indicates to FE1
that the dispatcher has authorized the call and that the call set-up will continue. Table 2 lists the elements
within the ACCEPTED information flow.

This information flow shall be optional to FEs which support calling user guidance.

Table 2: Contents of ACCEPTED

Element Type
Call identifier M

5.1.3 ACTIVATE

ACTIVATE is a confirmed information flow across rd and rc from FE3 to FE2 which indicates to FE2 that
the authorized user wants the SS-CAD activated. Table 3 lists the valid elements within the ACTIVATE
information flow.

This information flow shall be mandatory to FEs which support activation.

Table 3: Contents of ACTIVATE

Element Type
Restricted user TETRA identity(ies) M
Intercepting dispatcher identity(ies) O]

514 ACTIVATE ACK

ACTIVATE ACK is an information flow across rd and rc from FE2 to FE3. Table 4 lists the elements within
the ACTIVATE ACK information flow.

This information flow shall be mandatory to FEs which support activation.

Table 4: Contents of ACTIVATE ACK

Element Type
Restricted user TETRA identity(ies) M
Activation result M

5.15 CANCEL

CANCEL is an unconfirmed information flow across rb and rc from FE2 to FE7 which indicates to FE7 that
the originator of the call has disconnected. Table 5 lists the elements within the CANCEL information flow.

This information flow is optional to FEs which support authorization guidance.
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Table 5: Contents of CANCEL

Element Type
Call identifier M

5.1.6 DEACTIVATE

DEACTIVATE is a confirmed information flow across rd and rc from FE3 to FE2. Table 6 lists the
elements within the DEACTIVATE information flow.

This information flow shall be mandatory to FEs which support activation.

Table 6: Contents of DEACTIVATE

Element Type
Restricted user TETRA identity(ies) M

5.1.7 DEACTIVATE ACK

DEACTIVATE ACK is an information flow across rd and rc from FE2 to FE3. Table 7 lists the elements
within the DEACTIVATE information flow.

This information flow shall be mandatory to FEs which support activation.

Table 7: Contents of DEACTIVATE ACK

Element Type
Restricted user TETRA identity(ies) M
Deactivation result M

5.1.8 DEFINE

DEFINE is a confirmed information flow across rd and rc from FE3 to FE2 which indicates to FE2 that the
authorized user wants to define the parameters for SS-CAD. Table 8 lists the valid elements within the
DEFINE information flow.

The DEFINE can be used for modifications.
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This information flow shall be mandatory to FEs which support definition.

Table 8: Contents of DEFINE

Element Type

Restricted user TETRA identity(ies) M (note 1)

Activate/deactivate M (note 2)

Intercepting dispatcher identity(ies) O (note 3)

Interception type O (note 4)

Basic service restrictions incoming calls O (note 5)

Basic service restrictions outgoing calls O (note 6)

Restricted source identity range O (note 7)

Restricted destination identity range O (note 8)

Restricted area list O (note 9)

NOTE 1: This element indicates which TETRA user or users (ITSI(s) or GTSI(s)) which shall
be restricted with the SS-CAD.

NOTE 2: This element indicates if the CAD restrictions shall be activated or deactivated at
definition.

NOTE 3: This element indicates the address (ITSI) of the dispatcher responsible for the
authorization of restricted calls. This element is applicable only when service is
also activated.

NOTE 4: This element defines if immediate set-up or dispatcher requested set-up shall be
applied.

NOTE 5: This element indicates that incoming calls of this basic service type to a restricted
user shall be diverted to the dispatcher, according to the basic service information
field in ETS 300 392-2 [3], subclause 14.8.

NOTE 6: This element indicates that outgoing calls of this basic service type from a
restricted user shall be diverted to the dispatcher, according to the basic service
information field in ETS 300 392-2 [3], subclause 14.8.

NOTE 7: This element is the identity of a source from which incoming calls to the restricted
user(s) shall be diverted to the dispatcher.

NOTE 8: This element is the identity of a destination to which outgoing calls from the
restricted user(s) shall be diverted to the dispatcher.

NOTE 9: This element is a list of areas for outgoing calls from the restricted user(s). The
area definitions of the authorized user shall be used.

5.1.9 DEFINE ACK

DEFINE ACK is an information flow across rd and rc from FE2 to FE3. Table 9 lists the elements within

the DEFINE information flow.

This information flow shall be mandatory to FEs which support definition.

Table 9: Contents of DEFINE ACK

Element Type
Restricted user TETRA identity(ies) M
Definition result M

5.1.10 DIVERT

DIVERT is an unconfirmed information flow across rb and rc from FE7 to FE2 which indicates to FE2 that
the call from user A shall be redirected to the dispatcher for authorization. Table 10 lists the elements

within the DIVERT information flow.




Page 15
ETS 300 392-11-6: October 1998

This information flow shall be mandatory to FEs which support authorization.

Table 10: Contents of DIVERT

Element Type
Call identifier M

5.1.11 DIVERTED

DIVERTED is an unconfirmed information flow across ra and rc from FE2 to FE1 which indicates to FE1
that the call has been diverted to the dispatcher for authorization. Table 11 lists the elements within the
DIVERTED information flow.

This information flow shall be mandatory to FEs which support calling user guidance.

Table 11: Contents of DIVERTED

Element Type
Call identifier M
Interception cause M (note)
Intercepting dispatcher identity O]
NOTE: This element indicates the cause of interception:
- not defined;

- restricted basic service;

- restricted destination address;
- restricted source address;

- restricted area;

- network restriction.

5.1.12 INTERCEPTED

INTERCEPTED is an unconfirmed information flow across ra and rc from FE2 to FE1 which indicates to
FE1 that the call interception has been initiated. Table 12 lists the elements within the INTERCEPTED
information flow.

This information flow shall be mandatory to FEs which support calling user guidance.

Table 12: Contents of INTERCEPTED

Element Type
Call identifier M
Interception cause M (note)
Intercepting dispatcher identity O]
NOTE: Refer table 11 for element usage.

5.1.13 INTERROGATE

INTERROGATE is a confirmed information flow across rd and rc from FE3 to FE2 which indicates to FE2
that the authorized user interrogates the SS-CAD profile of the restricted user. Table 13 lists the elements
within the INTERROGATE information flow.

This information flow shall be mandatory to FEs which support interrogation.

Table 13: Contents of INTERROGATE

Element Type
Restricted user TETRA identity M
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5.1.14 INTERROGATE ACK

INTERROGATE ACK is an information flow across rd and rc from FE2 to FE3. Table 14 lists the elements
within the INTERROGATE ACK information flow.

This information flow shall be mandatory to FEs which support interrogation.

Table 14: Contents of INTERROGATE ACK

Element Type
Restricted user TETRA identity
Intercepting dispatcher identity
Activation indicator
Restricted basic services - incoming
Restricted basic services - outgoing
Restricted source address list
Restricted destination address list
Restricted area list
NOTE: Refer table 8 for elements usage.

O|0|0o|o|0o|oIg|Z

5.1.15 REJECT

REJECT is an unconfirmed information flow across rb and rc from FE7 to FE2 which indicates to FE2 that
the dispatcher has rejected the call and that the call shall be disconnected. Table 15 lists the elements
within the REJECT information flow.

This information flow shall be mandatory to FEs which support authorization.

Table 15: Contents of REJECT

Element Type
Call identifier M
Rejection cause M (note)
NOTE: Refer table 11 for element usage.

5.1.16 REJECTED

REJECTED is an unconfirmed information flow across ra and rc from FE2 to FE1 which indicates to FE1
that the dispatcher has rejected the call to user B to continue and that the call will be disconnected.
Table 16 lists the elements within the REJECTED information flow.

This information flow shall be mandatory to FEs which support calling user guidance.

Table 16: Contents of REJECTED

Element Type
Call identifier M
Intercepting dispatcher identity ®)
Rejection cause M (note)
NOTE: Refer table 11 for element usage.
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5.1.17 REQUEST

REQUEST is an unconfirmed information flow across rb and rc from FE2 to FE7 which indicates to FE7
that the call interception is taking place and the reason for the interception. Table 17 lists the elements
within the REQUEST information flow.

This information flow shall be mandatory to FEs which support authorization.

Table 17: Contents of REQUEST

Element Remark
Call identifier M
Interception cause M (see table 11)
Interception type M (note 1)
Calling user identity O (note 2)
Called user identity O (note 3)
Restricted area humber - calling user O (note 3)
Restricted area humber - called user O (note 3)
Basic service restriction - calling user O (note 3)
Basic service restriction - called user O (note 3)
NOTE 1: This element shall define if immediate set-up or dispatcher requested set-up is
valid for this request.
NOTE 2: The information in this element may not be available (e.g. PSTN subscriber
number).
NOTE 3: This element shall be included if it is the reason for the interception.
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5.2 Relationship of information flows to basic call information flows

The SS-CAD information flows shall be related with the basic call PDUs as defined in table 18. Over ISl
the basic call flow name is preceded by an "ISI" instead of "U" or "D".

NOTE: U/D-FACILITY is a supplementary service flow and not a basic call flow.

Table 18: Relationship of the SS_CAD information flows with the basic call

Information flow ndependent of With basic call Basic call flow
basic call flow flow
ACCEPT request yes yes U-DISCONNECT
U-FACILITY
U-INFO
ACCEPTED indication no yes D-CALL PROCEEDING
D-CONNECT
D-ALERT
D-INFO
ISI-THROUGTH
CONNECT
ACTIVATE request yes no U-FACILITY
ACTIVATE ACK request yes no D-FACILITY
ACTIVATE request yes no U-FACILITY
DEACTIVATE
ACTIVATE ACK indication yes no D-FACILITY
DEACTIVATE ACK
CANCEL indication yes no D-FACILITY
DEFINE request yes no U-FACILITY
DEFINE ACK indication yes no D-FACILITY
DIVERT request yes no U-FACILITY
DIVERTED indication no yes D-ALERT
D-CALL PROCEEDING
D-CONNECT
D-INFO
INTERCEPTED indication no yes D-CALL PROCEEDING
D-INFO
INTERROGATE request yes no U-FACILITY
INTERROGATE ACK indication yes no D-FACILITY
REJECT request yes yes U-DISCONNECT
U-FACILITY
REJECTED indication no yes D-DISCONNECT
D-RELEASE
REQUEST indication yes yes D-FACILITY
D-SETUP
5.3 Service primitives

This subclause lists SS CAD service primitives used to invoke or being a result of information flow
sequences. The SS-CAD service primitives are defined in ETS 300 392-12-6 [2], subclause 5.2 and the
basic call service primitives are defined in ETS 300 392-2 [3], clause 11.

The SS-CAD service primitives at the restricted user MS/LS (FE1) TNSS-SAP are:

a) ACCEPTED indication;
b) DIVERTED indication;
c) INTERCEPTED indication;
d) REJECTED indication.
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The SS-CAD service primitives at the authorized user MS/LS (FE3) TNSS-SAP are:

a) ACTIVATE request;

b) ACTIVATE confirm;

c) DEACTIVATE request;
d) DEACTIVATE confirm;
e) DEFINE request;

f) DEFINE indication;

o)) INTERROGATE request;
h) INTERROGATE confirm.

The SS-CAD service primitives at the dispatcher MS/LS (FE7) TNSS-SAP are:

a) ACCEPT request;

b) CANCEL indication;
c) DIVERT request;

d) REJECT request;

e) REQUEST indication.

The dispatcher may also use activate, deactivate and interrogate processes as defined for the authorized
user.

5.4 Information flow sequences

Signalling procedures in support of the information flow sequences are specified below. In addition,
signalling procedures covering other sequences arising from error situations, interactions with other
supplementary services, different topologies etc. are shown.

In the figures, SS-CAD information flows are represented by solid arrows and basic call information flows
including U/D-FACILITY are represented by broken arrows. When two information flows occur at the
same time in the example flow charts they are embraced by an ellipse. The ellipse does not imply that
other combinations of information flows are not allowed, refer to table 17. Within a column representing
a SS-CAD functional entity, the numbers refer to functional entity actions listed in subclause 5.5.

The naming of basic call information flows over ISI may not exactly correspond to the naming of
information flows and PDUs used in the TETRA ISI standard, refer e.g. ETS 300 392-3-2 [5].

5.4.1 Normal operation

There are three different optional behaviours related to the authorization procedure:

- authorization without a voice call set-up to the dispatcher;

- authorization with a voice call set-up "On demand" after request from the dispatcher;

- authorization with a "Direct” voice call set-up to the dispatcher.

Subclauses 5.4.2 to 5.4.8 present scenarios where user A and dispatcher are in the same SwMI. These
scenarios are valid also if user A and dispatcher are both migrated into the same SwMI which also

operates the SS-CAD.

Subclauses 5.4.9 to 5.4.14 present where user A, dispatcher and/or operating SS-CAD entity are in
different SwMls.

These scenarios are independent of location of user B as after an authorization the call proceeds as a
basic call. The proceeding call may invoke another SS-CAD, which will be independent of the previous
SS-CAD invocation.

NOTE 1: Call control information flow sequences may be incomplete as some CC information
flows should not affect to the SS-CAD functionality or user behaviour.

NOTE 2: The information flows does not show call completion after the authorization.



Page 20
ETS 300 392-11-6: October 1998

Subclauses 5.4.15 to 5.4.21 present SS-CAD management scenarios.
5.4.2 Successful interception without call set-up to dispatcher in home SwMI

Figure 3 shows the information flow sequence for a successful interception of a call from user A without
call set-up to the dispatcher. User A and/or user B has SS-CAD activated in the home SwMI.

User A SwMlI Dispatcher
ra rb
FEl/ \FEZ FE7
CCA bt————————— CC F——————1 CCA
__ _tnccsetupreq = L _Li—S_EIU_P_ — = 201 N REQUEST 701 request ind
intercepted ind | 101 INTERCEPTED  p _U_ E-EA_CH__IIY_>
. _tnec proceed ind _U P-_C/iLL_PBQCEEP'ﬂCiU
accepted ind n| 102 ACCEPTED n| 202 ACCEPT | 702 accept req
- _tnce setup con_ _U 105] . _ D-CONNECT _ _U - U-FACILITY _U

Figure 3: Successful interception without call set-up to the dispatcher
5.4.3 Successful interception with "on-demand" call set-up to the dispatcher

Figure 4 shows the information flow sequence for a successful interception of a call from user A with
"on-demand" call set-up requested by the dispatcher.

User A SwMlI Dispatcher
ra rb
FE1 FE2 FE7
(D) C
CCA r—-———————— CC r——————1 CCA
_ _ _tnccsetupreq  _ | | U-SETUP = 201|pn REQUEST 701 request ind
intercepted ind n| 101 INTERCEPTED _U_ Q-EA_CII__IIY_>
_ tnce proceed ind _ D-CALL PROCEEDING.
diverted ind 103 DIVERTED n| 203 DIVERT | 703 divert req
. __DINFO __ _U | _UFACILITY _
D-SETUP tnce setup ind
________________ >
- _ftnccsetwpcon_ _ || D-CONNECT _ _ | |_ U-CONNECT_ | |_ tnccsetupres _
| D-CONNECT AC. |_tncc complete ind_
accepted ind 102 ACCEPTED n| 202 ACCEPT  p| 702 accept req
105| . _ _ DINFO _ _ _U __ _UINFO_ _
D-RELEASE tncc release ind
———————— = ===

Figure 4: Successful interception with "on-demand" call set-up to the dispatcher
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5.4.4 Successful interception with Direct call set-up to the dispatcher

Figure 5 shows the information flow sequence for a successful interception of a call from user A with
automatic call set-up to the dispatcher.

User A SwMI Dispatcher
ra rb
FE1 FE2 FE7
(e C
CCA r————————— CC F——————1 CCA
__ _[nccsetupreq_ | | _USETUP_ . 201|p REQUEST 701|p  requestind
diverted ind nl 103 DIVERTED N D-SETUP U tncc setup ind
——————— > -S>
- _tncc proceed ind _ |-D:CALL PROCEEDING  U-CONNECT_ | |_ tnccsetupres _
tncc setup con D-CONNECT D-CONNECT ACK tncc complete ind
——————————— < —— === === — - — = = = -S>
accepted ind 102 ACCEPTED n| 202 ACCEPT  p| 702 accept req
105 . _ _DANFO _ _ _U = _UINFO_
D-RELEASE tncc release ind
———————— > - ===

Figure 5: Successful interception with direct call set-up to the dispatcher
5.4.5 Rejection of call without call set-up to the dispatcher
Figure 6 shows the information flow sequence of a call from user A rejected by the dispatcher after

successful interception of a call from user A with call set-up to the dispatcher. SwMI may send
REJECTED information flow without sending an INTERCEPTED information flow.

User A SwMI Dispatcher
ra rb
FE1 FE2 FE7
(=D C
CCA r————————— CC F—————— CCA
__ _Inccsetupreq . | _USETUP . 201 N REQUEST - 701 request ind -
i i 101 INTERCEPTED D-FACILITY
intercepted ind | 10 = C N U_ D-FACILITY =
tncc proceed ind D-CALL PROCEEDIN
 eremoassana ] Coonsrroceeons]

rejected ind N 104< REJECTED N 204< REJECT p 704< reject req

- _tnog release ind_ —L# . _ DRELEASE _ _Lj - LL-F_AQ'L'T_Y_Lj

Figure 6: Rejection of call without call set-up to the dispatcher
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5.4.6 Rejection of call after call set-up to the dispatcher

Figure 7 shows the information flow sequence for a rejected call from user A with call set-up to the
dispatcher.

User A SwMI Dispatcher
4 N N
CCA +———————1 CC F———————1 cC
o t_nc_cgeyp_rgq_> | U-SETUP_ = 201 (p REQUEST = 701 request ind
intercepted ind | 101 < INTERCEPTED p U_ _D-FACILITY
tncc proceed ind | Jl | D-CALL PROCEEDIN
diverted ind 103 - DIVERTED p[203 - DIVERT n| 703 - divert req
__ _DINFO _ _U __ UFACILITY _
| _ _DSETUP_ | _ Inccsetupind_
__U-CONNECT _ | | __tnccsetupres _ _
—_tccsewpcon _ | | D-CONNECT _ | | D-CONNECT ACH | _tncc complete ind__
204 < REJECT n| 704 < reject req N
- rejectedind | 104  REJECTED 1\ | U-DISCONNECT | tncc  release req_
<_tn£c_reieassiﬂd_b | _ D-RELEASE _U | _ D-RELEASE__| | _tnccreleasecon

Figure 7: Rejection of call after call set-up to the dispatcher
5.4.7 Calling user A disconnects the call during interception

Figure 8 shows the information flow sequence when the calling user disconnects the call during
interception before any connection has been set-up to the dispatcher.

User A SwMI Dispatcher
o ra rb
FE1 FE2 FE7
/ \
CCA r————————— CC +—————— CCA
tncc setup re U-SETUP 201 REQUEST 701 request ind
_______ prea_ | [ ___USETUP__ _]201|, REQ _ q =~

intercepted ind 101 INTERCEPTED D-FACILITY

tncc proceed ind D-CALL PROCEEDING
<_ - _p ______ Lj < U

tncc release req U-DISCONNECT = 205 n CANCEL 705 cancel ind
_______________________ 3 >
U_D-FACILITY

______>

Figure 8: Calling user A disconnects during interception
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5.4.8 Calling user A disconnects when connection is established to the dispatcher

Figure 9 shows the information flow sequence when the calling user disconnects the call during
interception after a connection has been set-up to the dispatcher.

User A SwMI Dispatcher
ra rb
FE1 FE2 FE7
(=D C
CCA rF———————— — CC r—————— CCA
tnce setup re U-SETUP 201 REQUEST 701 request ind
_______ p__q__> ___________> /\ Q > q >
intercepted ind 101 INTERCEPTED D-FACILITY
. _tncc proceedind _ D-CALL PROCEEDING
diverted ind 103 = DIVERTED nl 203 = DIVERT p[703 = divert req
. __DINFO _ _ ‘Lﬂ | U-FACILITY |
D-SETUP tnce setup ind
- — — — — —_—— = ______p__>
< _ftncesetupcon_ || D-CONNECT __ | | _U-CONNECT | | tnccsetupres _
D-CONNECT ACK| | tncc complete ind_
__ _tnccrelease req_ . | U-DISCONNECT . 205/ CANCEL = 705 cancel ind
U_D_-R_E LEASE . | tnce release ind

Figure 9: Calling user A disconnects after call set-up to the dispatcher

5.4.9 User A in home SwMI, authorization in user A home SwMI with the dispatcher
migrated into another SwMI

This scenario describes as presented in figure 10 authorization with direct call set-up when user A and
user B are in their home SwMI. The dispatcher is in another SwMI. CAD is activated either towards user A
or user B. A dispatcher in the visited system is responsible for the authorization.

User A Home SwMI Dispatcher visited SwMI Dispatcher
ra rc rb
(rer) (Fe2) Fe2 Fev
_/ N o
CCA F———————1 CC F———————+ CC F———————1 CCA
__ @g:ieLup_rgq_B, | _ _ U-SETUP_ —= 201 {p REQUEST 402\ REQUEST 701(pn request ind
diverted ind | 103 DIVERTED  p _U_ _ISI-SETUP_ _ = _ _ D-SETUP_ = _ lnc_cg‘eiugln_d_>
— ncc proceed iﬂd_u -CALL PROCEEDINC
—_tnccsetupcon || D-CONNECT _ | | ISFCONNECT _ | | _ U-CONNECT _ | | _ _tnccsetupres _
| ISECONNECTACK{ | D-CONNECT ACk | tncc complete ind
accepted ind 102 ACCEPTED  p| 202 ACCEPT Nl 401 ACCEPT n| 702 accept req
105| _ _ _ DINFO_ _ _U | _ _ISHINFO _ | _ _UINFO _ _U
| _ISLRELEASE__| | _ DRELEASE__| | _tnccreleaseind _

Figure 10: Authorization in home SwMI with the dispatcher migrated into another SwMI
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5.4.10 Authorization in home SwMI against user B when user A has migrated into another
SwMlI

This scenario describes as presented in figure 11 authorization with direct call set-up when user A has
migrated to another SwMI. The dispatcher and user B are in their home SwMI. CAD is activated towards

user B.

CAD invoking
User A User A visited SwMI SwMI Dispatcher
ra rc rb
(ren) (Fe2) (Fe2) -
/ . N N
CCA F———————+ CC r———————A CC r———————1 CCA
_ Inccsetupreq _ | | _ _ U-SETUP_ — = | _ _ISI-SETUP_ —= N REQUEST N request ind
diverted ind [ 103 DIVERTED _ p DIVERTED _ pf201 U_ _ D-SETUP___ 701 U_ _tncesetupind _
e setup con _U _ _D-CONNECT _U 402| _ _ISI-CONNECT _U _ _U:CONNECT _ | | __tcesetupres _ _
ISI-CONNECT ACK D-CONNECT ACK tncc complete ind
————————— >t F———— == — == F————=———>
accepted ind ACCEPTED ACCEPTED ACCEPT n] 702 accept req
102\ _ _D-INFO__ _U 402| _ _ISI-FACILITY. _U 202 _ _ _UINFO_ _ _U
105 | _ DRELEASE__| | _tnccreleaseind

Figure 11: Authorization in user B home SwMI when user A has migrated to another SwMI
5.4.11 Authorization in visited SwMI against user A when user A has migrated into that SwMI

This scenario describes as presented in figure 12 authorization with direct call set-up when user A has
migrated to another SwMI. The dispatcher is in the home SwMI. CAD is activated against user A. This
scenario assumes that the user A SS-CAD profile is available in the visited SwMI and the visited SwMI

operated the SS-CAD.

CAD invoking and User A
User A user A visited SwMI home SwMI Dispatcher
ra rc rb
FE1 FE2 FE2 FE7
CCA F———————1 CC F———————+ CC F———————1 CCA
__ @g:geyp_rgq_s, | _ _ U-SETUP_ —= N REQUEST N REQUEST N request ind
diverted ind | 103 DIVERTED  pJ201 _U_ _ISI-SETUP = 402 U_ _ D-SETUP_ = 701|{|_ _tncc setup ind =
 ncc proceed iﬂd_u -CALL PROCEEDINC
—_tncesetupcon || D-CONNECT _ | | ISFCONNECT _ | | _ U-CONNECT _ | | _ _tnccsetupres _
| IS-CONNECT AC | D:CONNECT ACH | tncc complete ind
accepted ind 102 ACCEPTED  p[202 ACCEPT N| 402 ACCEPT 702 accept req
105 = _ D-INFO_ _U = _ _ISIHINFO _u U-INFO o L ____ =
| _ DRELEASE__| | _tnccreleaseind

Figure 12: Authorization in visited SwMI when user A has migrated to that SwMI
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5.4.12 Authorization in home SwMI when user A and the dispatcher has migrated into
different SwMls

This scenario describes as presented in figure 13 authorization in user B home SwMI with direct call
set-up, when both user A and the dispatcher have migrated to different SwMIs. The SS-CAD is operated
by the user B home SwMI and the dispatcher has migrated into another SwMI as the user A.
The DIVERTED information flow to user A may also use other information flows.

User A User B and dispatcher Dispatcher
User A visited SwMI home SwMI visited SwWMI Dispatcher
ra rc rc rb
FE2 @ FE2
N
CCA F—————- CC f=-=——=—=— CC fF=-=———=— CC f==———=— CCA
_tgcc_s_etgp_reg> | _ U-SETUP = | _ISI_-S_EIU_P_> N REQUEST 402|n  REQUEST 701|pn  requestind
diverted ind _p\| 103[__ DIVERTED p|402 DIVERTED p|201 U_ ISI-SETUP_ | U_ _D-SETUP _ | U_tn_cc_ setup ind_
D-CALL < ISI-PROGRESS
Ince proceed ind PROCEEDING
peesetupcon | D-CONNECT | | _ IS-CONNECT | | _ ISI-CONNECT 401]_ U-CONNECT | | _ tnccsetupres_
|IS-CONNECT ACK| | ISI-CONNECT A¢ | D-CONNECT AC | tnce complete inc
_accepted ind 102 ACCEPTED p| 402 ACCEPTED | 202 ACCEPT _ p|401 ACCEPT __ p| 702 accept req
105| . _DAINFO_ _U <_Is_I-F_A<_:IuT_Y_U _IStFACILITY |l | _UINFO_ _
| _ISIRELEASE _| | _DRELEASE _| | inccrelease igd

Figure 13: Authorization in home SwMI when user A and the dispatcher has migrated into different
SwMls
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5.4.13 Authorization in user B home SwMI against user B when user A and the dispatcher
has migrated into the same SwMI

This scenario describes as presented in figure 14 authorization in user B home SwMI with direct call
set-up, when user A and the dispatcher have migrated to the same SwMI. The SS-CAD is operated by the
user B home SwMI and the dispatcher can be in the same or another SwMI as the user A.

User A and dispatcher User B
User A visited SwMI Dispatcher home SwMI
© N — rc
FE1 FE2 FE7 FE2
O = - 0
CCA F———————1 CC p———————1 CCA | cc
~~~~~~~~ ___________//
_ _tncesewpreq_ | | _ _USETUP __| | ISLSETWP(aly_| | _________ =
diverted ind N| 103 DIVERTED N\| 402 DIVERTED N[ 201
< tncc proceedind _ _ DrINFOor_ _u e _ ] _ _|— CALLPROGRESS _ _U_
-CALL PROCEEDING
REQUEST 0
402 ] — —|-ISISETUP (call 2) _ _U_
N REQUEST 701|p  requestind
_D-SETUP (call 2) _ U_ tnce setup ind__
-CONNECT (call2) | |__tnccsetupres _
ISI-CONNECT (call 2
[ISFCONNECT (call )] _ | __ =
- __] _ _|!SI-CONNECT (call1) _ |
tnce setup con D-CONNECT I$I-CONNECT ACK (call L)
< ———————— <-——-——-——-—-——-- [[TTTT~"—~=-— U >
= ] _I9:CONNECT ACK (call2) |
D-CONNECTACK (calld) | tncc complete ind
ACCEPT n| 702 accept req
401 - _ U-INFO_ _U
n ACCEPT
U _________ | _ | _ ISERACILITY ] 202
____accepted ind 102 ACCEPTED  p| 402 ACCEPTED 0
105 <__9-£\‘EO___U - — | _ISKFACILITY |
] — —|ISLRELEASE (call2) _ |
| D-RELEASE (call2) | | _tnce release in
NOTE: A call identifier has been added after the names of the most important I1SI basic call information

flows shown on the figure: call 1 for the original call, and call 2 for the call from the CAD
invoking SwMI (user B home SwMI) to the dispatcher.

Figure 14: Authorization in home SwMI when user A and the dispatcher has migrated into the
same SwMI
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5.4.14 User A in home SwMI , authorization in another SwMI against user B of the other SwMI

This scenario describes as presented in figure 15 authorization with direct call set-up when user A is in his
home SwMI. The user B is in another SwMI. CAD is activated towards user B and the dispatcher in that
SwMI is responsible for the authorization. The DIVERTED information flow to user A may also use other
information flows.

User A User A home SwMI Dispatcher home SwMI Dispatcher
ra rc rb
_ N4 N/ N
CCA F———————+ CC F———————1 CC ———————1 CCA
_ _ Inccsetupreq_ | | _ _ U-SETUP_ —= | _ _ISI-SETUP_ — = 201|pn REQUEST 701|n request ind
diverted ind | 103 DIVERTED | 402 DIVERTED  p U_ __ D-SETUP_ = U_ inc_c_seiugin_d_>=
 Incc proceed ind_ -CALL PROCEEDINC | ISI-PROGRESS _|
_tncc setup con __| L D-CONNECT _ | _ISI-CONNECT _ | _U-CONNECT _ | _tnecsetupres _ _
| ISI-CONNECT AC | D-CONNECT ACH | _tncc complete ind_
accepted ind 102 ACCEPTED | 402 ACCEPTED 202 ACCEPT n| 302 accept req
105| _ _ _ D-INFO_ _ _U | _ISLFACILITY. _U o _UINFO _ |
| _ DRELEASE__| | _tnccreleaseind

Figure 15: Authorization in called user SwMI when dispatcher is in that SwMI

5.4.15 Call completion

The scenario as presented in figure 16 describes call set-up completion when user A is in another SwMI
than the one which operates the SS-CAD and the call diverted to the dispatcher. The ACCEPTED
information flow may use also other information flows.

CAD invoking
User A User A SwMI SwMI
ra rc
@ @ FE2 User B
/ N N
CCA F———————1 cCC r———————+ cCC r———————1 CCA
accepted ind ACCEPTED p ACCEPTED [ 202
102]  __DANFO _ _{]|402]  _ISI-FACILITY _ | __D-SETUP___| | _tnccsetupind_
105 D-INFO _ISITHROUGH _ | 215| _ _ U-CONNECT _ _tnce setupres _ _
ST T =~ CONNECT = =
| _ ISI-THROUGH = | D-CONNECT ACk tncc complete ind
CONNECTACK™ | [~~~ "~ [~~~ ~~777

Figure 16: Call completion
NOTE 1: For further information see ETS 300 392-3-2 [5]. In case of conflict the latter applies.
NOTE 2: The “CAD invoking SwMI” in figure 16 is the same as the “Home SwMI” in figure 10,

the “User B and dispatcher home SwMI” in figure 13, the “User B home SwMI” in
figure 14 and the “Dispatcher home SwMI” in figure 15.
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5.4.16 Activation/deactivation information flow

Figure 17 shows the information flow sequence over the rd-route when the authorized user requests
activate/deactivate of the CAD service within the same SwMI. If the authorized user wants to request the
service in another SWMI as presented in figure 18, the same information flow shall appear between FE3
and FE2 over the rd route in that system and between FE2s over the rc route.

Authorized user SwMlI
(\ rd
FE3 @
activate req 301 A ACTIVATE 206
7| ey
activate ind 302 = ACTIVATE ACK n
_ D-FACILITY _
deactivate req 303 N DEACTIVATE 207
= =
|| _wracuty

deactivate ind 304 <DEACTIVATE ACKn

Figure 17: Activation/deactivation request from the authorized user

Authorized user Visited SwMI Home SwMI
rd rc
J . J .
activate req 301 A ACTIVATE 401 A ACTIVATE 206
= =
JJ_ _U-FACILITY _ | JJ_ JISEFACILITY _
activate ind 302 — ACTIVATE ACK N 402 — ACTIVATE ACK N
_ D-FACLLITY _U _ D-FACILITY _U

N DEACTIVATE 401 N DEACTIVATE 207
C = S C =
U-FACILITY ISI-FACILITY
[ o 7 [smeun -
deactivate ind 304 éDEACTIVATE ACKn| 402 éDEACTIVATE ACKn
D-FACILITY U — D-FACILITY U

deactivate req 303
=

Figure 18: Activation/deactivation request from the authorized user in a visited SwMI
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5.4.17 Definition information flow

Figure 19 shows the information flow sequence when the authorized user requests definition of SS-CAD
parameters for a restricted user within the same SwMI. If the authorized user requests the definition
service in another SWMI as presented in figure 20, the same information flow shall appear between FE3
and FE2 over the rd route of that SwMI and between FE2s over the rc route.

Authorized user SwMI
(\ rd
FE3 @

define req 305 A DEFINE 208

=

U_ _U-FACILITY _
define ind 306 DEFINE ACK
= < A

Figure 19: Definition request from the authorized user

Authorized user Visited SwMI Home SwMI
rd rc
J S J AN
define req 305 A DEFINE 401 A DEFINE 208
= =
U_ _U-FACILTY T | U_ ISIFACILITY _
define ind 306 DEFINE ACK 402 DEFINE ACK
- efine in = I = I
_oesonry || peacury ]
Figure 20: Definition request from the authorized user
5.4.18 Interrogation information flow

Figure 21 shows the information flow sequence when the authorized user interrogates the CAD service
within the same SwMI. If the authorized user wants to request this service in another SwMI as presented
in figure 22, the same information flow shall appear between FE3 and FE2 over the rd route of that SwMI
and between FE2s over the rc route.

Authorized user SwMI
rd
FE3 KFED
O \v
interrogate req - 309 INTERROGATE 211

U-FACILITY

interrogate ind 310 = INTERROGATE ACK p

D-FACILITY
<oy u

Figure 21: Interrogation request from the authorized user
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Authorized user Visited SwMI Home SwMI
rd rc
J/ S J/ AN
interrogate req - 309 A INTERROGATE 401 A INTERROGATE 211

interrogate ind 310< INTERROGATE ACK p 402< INTERROGATE ACK p

U U-FACILITY i U ISI-FACILITY

5.4.19

D-FACILITY U D-FACILITY U

Figure 22: Interrogation request from the authorized user in a visited SwMI

Exceptional operation

If the dispatcher cannot be reached for authorization when CAD is invoked, it shall be an implementation
option whether the call set-up request shall be rejected and user A informed about the rejection, or if the
call set-up shall be allowed to continue without authorization.

5.5 FE actions

The following FE actions shall occur at the points indicated in figures 3 to 22.

55.1 FE actions of FE1

101 Delivers notification as received from FE2 in INTERCEPTED to the restricted user that

interception of the call has been initiated.

102 Delivers notification as received from FE2 in ACCEPTED to the restricted user that the call

set-up to user B is continuing after authorization.

103 Delivers notification as received from FE2 in DIVERTED to the restricted user that the call

set-up to user B is redirected to the dispatcher.

104 Delivers notification as received from FE2 in REJECTED to the restricted user that the call

set-up to user B has been rejected by the dispatcher and that the call is disconnected.

105 When ACCEPTED is received, the CC for user A will continue in the call active state as if

there was no interception and the CC state machine will continue as if it had only sent
a SETUP request (ignore all CC signalling between DIVERTED and ACCEPTED).

NOTE: The above description of action 105 implies that the call ID for the call to user B
remains the same as that for the call to the dispatcher. This allows a MS/LS which
does to not support a specific SS-CAD protocol to be compatible with this
supplementary service operation.

5.5.2 FE actions of FE2
201 On receipt of a SETUP request, FE2 shall perform the following actions:

- analyse if SS-CAD shall be invoked;

- halt the call set-up if SS-CAD shall be invoked;

- send a notification in REQUEST to FE7 to indicate that the call has been intercepted;

- optionally, if direct call set-up is valid, send a notification in DIVERTED to FE1 and
start the call set-up between user A and the dispatcher.

- optionally, if direct call set-up is not valid, send a notification in INTERCEPTED to FE1
indicating to the restricted user that the call has been intercepted.
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On receipt of the ACCEPT from FE7, FE2 shall perform the following actions:

- stimulate the continuation of the original call set-up to user B;

- if the leg rb to FE7 has been set-up, stimulate the release of this leg;

- send a notification in ACCEPTED to FE1 indicating to the restricted user that the call
attempt has been approved and the initial call set-up will continue.

On receipt of the DIVERT from FE7, FE2 shall perform the following actions:

- stimulate redirection of the call to the dispatcher;

- send a notification in DIVERTED to FE1 indicating to the restricted user that the call
shall be redirected to the dispatcher.

On receipt of the REJECT from FE7, FE2 shall perform the following actions:

- stimulate the release procedure at the leg towards the restricted user;
- send a notification in REJECTED to FE1.

On receipt of a DISCONNECT request from FE1, FE2 shall send a notification of the
disconnection in CANCEL to FE7.

On receipt of the ACTIVATE request from FE3 or FE7, FE2 shall perform the following
actions:

verify that the restricted users identity is within the jurisdiction of the authorized user;
- activate SS-CAD dependent on the implementation option;
- send a confirmation in ACTIVATE confirm to FE3 or FE7 as appropriate.

On receipt of the DEACTIVATE request from FE3 or FE7, FE2 shall perform the following
actions:

verify that the restricted users identity is within the jurisdiction of the authorized user;
- deactivate SS-CAD dependent on the implementation option;
- send a confirmation in DEACTIVATE confirm to FE3 or FE7 as appropriate.

On receipt of the DEFINE request from FE3, FE2 shall perform the following actions:

verify that the restricted users identity is within the jurisdiction of the authorized user;
- define SS-CAD for a restricted user dependent on the definition parameters;
- send a confirmation in DEFINE confirm to FE3.

On receipt of the INTERROGATE request from FE3 or FE7, FE2 shall perform the following
actions:

verify that the restricted users identity is within the jurisdiction of the authorized user;
- send a confirmation in INTERROGATE confirm to FE3 or FE7 as appropriate with the
requested data.

On receipt of the ACTIVATE request from FE3 or FE7, FE2 shall perform the following
actions:

verify that the restricted users identity is within the jurisdiction of the dispatcher;
activate SS-CAD dependent on the implementation option;
- send a confirmation in ACTIVATE confirm to FE3 or FE7 as appropriate.

On receipt of the DEACTIVATE request from FE3 or FE7, FE2 shall perform the following
actions:

verify that the restricted users identity is within the jurisdiction of the authorized user ;
- deactivate SS-CAD dependent on the implementation option;
- send a confirmation in DEACTIVATE confirm to FE3 or FE7 as appropriate.
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214

215

5.5.3

On receipt of the INTERROGATE request from FE3 or FE7, FE2 shall perform the following
actions:

verify that the address of the restricted user is within the jurisdiction of that dispatcher;
- send a confirmation in INTERROGATE confirm to FE3 or FE7 as appropriate with the
requested data.

At the end of the call with the dispatcher (i.e. when the latter sends the ACCEPT information
flow), if the transmission permission grant has been changed compared to that defined in the
original SETUP information flow, the contents of the SETUP information flow sent to user B
SwMI FE2 shall be modified to reflect the current transmission permission grant.

Upon connection completion to user B, FE2 shall send the ISI-THROUGH CONNECT
information flow to the originating FE2 if the call has been diverted to the dispatcher.

ISI FE actions of FE2

ISI functional entity actions of FE2 relay messages between FE2s of different SwMIs as described in
ETS 300 392-3-1 [4] and ETS 300 392-9 [7].
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On receipt of an information flow from FE3 or FE7 FE2 sends it to FE2 of the destination
SwMIL.

On receipt of an information flow from another SwMI FE2 sends it to FE1, FE3 or FE7 as
appropriate.

FE actions of FE3

Receives activate request from the authorized user and sends the request further on to FE2
in ACTIVATE.

Receives ACTIVATE ACK from FE2 and sends the confirmation further on to the authorized
user.

Receives deactivate request from the authorized user and sends the request further on to
FE2 in DEACTIVATE.

Receives DEACTIVATE ACK from FE2 and sends the confirmation further on to the
authorized user.

Receives definition request from the authorized user and sends the request further on to FE2
in DEFINE.

Receives DEFINE ACK from FE2 and sends the confirmation further on to the authorized
user.

Receives interrogation request from the authorized user and sends the request further on to
FE2 in INTERROGATE.

Receives INTERROGATE ACK from FE2 and sends the confirmation further on to the
authorized user.

FE actions of FE7

Delivers notifications to the dispatcher received in REQUEST from FE2 regarding the
interception.

Receives response from the dispatcher that the call has been authorized and accepted. The
initial call set-up to user B shall continue. The response is sent in a ACCEPT to FE2.

Receives information from the dispatcher that the call from user A shall be redirected to the
dispatcher for authorization. The information is sent back to FE2 in DIVERT.
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704 Receives information from the dispatcher that the authorization of the call was not granted,
and sends this information in REJECT to FE2.

705 Delivers notifications to the dispatcher received in CANCEL from FE2 that the calling user A
has disconnected the call.

706 Receives activate request from the dispatcher and sends the request further on to FE2 in
ACTIVATE.

707 Receives ACTIVATE ACK from FE2 and sends the confirmation further on to the dispatcher.

709 Receives deactivate request from the dispatcher and sends the request further on to FE2 in
DEACTIVATE.

700 Receives DEACTIVATE ACK from FE2 and sends the confirmation further on to the
dispatcher.

702 Receives interrogation request from the dispatcher and sends the request further on to FE2
in INTERROGATE.

703 Receives INTERROGATE ACK from FE2 and sends the confirmation further on to the
dispatcher.

6 Allocation of FEs to physical equipment
FEs shall be allocated to physical equipment as defined in table 19.

Table 19: Functional entities allocation to physical equipment

Process SwMI MS/LS
Activation FE2 (optional) FE3 (optional)
Authorization FE2 (mandatory) FE7 (optional)
Definition FE2 (optional) FE3 (optional)
Interrogation FE?2 (optional) FE3 (optional)
Operation FE2 (mandatory) -

User guidance FE2 (optional) FE1 (optional)

The CAD management comprises processes definition, activation and interrogation.

Implementations of CAD management and dispatcher operations connected by other means to SwMI are
outside the scope of this ETS.

7 Inter-working considerations

Gateway identities identified by TETRA identities can be restricted identities. Restrictions against
individual external network numbers can be applied, but a definition process of those numbers is outside
the scope of this ETS.

7.1 Operation

The SS-CAD operation may extend to several TETRA networks. A visited SwMI may invoke and operate
SS-CAD against a visited user using local or user's home SwMI restrictions or a combination of those.

The requirement that the affected user is to receive guidance information sets only the general call related
supplementary service requirements to the SwMI which is not invoking or operating the SS-CAD. The
general call related supplementary service requirements are defined in ETS 300 392-3-1 [4] and in
ETS 300 392-9 [7].

A migrated dispatcher operating SS-CAD of another SwMI also sets only the same general requirements
to the SwMI where the dispatcher has migrated. Refer to ETS 300 392-3-2 [5] for a basic call over ISI.
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7.2 Management

The SS-CAD management may extend to several TETRA networks. In order to allow a visited users to
perform definition, activation and interrogation the visited SwMI shall support general supplementary
service information exchange mechanisms as defined in ETS 300 392-3-1 [4] and in ETS 300 392-9 [7].
Refer to clause 4.2.3 for information flow examples.

7.3 Migration

The visited SwMI may need a SS-CAD profile for the migrating user in order to locally invoke authorization
as defined in the restricted user's home SwMI. Upon individual user migration the home SwMI may send
user related SS-CAD profile to the visited SwMI and the visited SwMI may response with a modified
temporary profile as presented in figure 23, refer to ETS 300 392-3-5 [6] for protocol definition.

The SS-ISI-PROFILE information flow shall contain SS-CAD specific information elements as defined in
table 20.

Table 20: Contents of SS-ISI-PROFILE

Element Type
Restricted user TETRA identity
Activation state
Intercepting dispatcher identity
Interception type
Basic service restrictions incoming calls
Basic service restrictions outgoing calls
Restricted source identity range
Restricted destination identity range
Restricted area list
NOTE: Refer to DEFINE information flow for element

descriptions

O|0|0o|o|o|o|oIg|Z

The SS-ISI-PROFILE ACK information flow shall contain information elements the visited SwMI has
modified. The elements are the same as in the SS-ISI-PROFILE information flow.

Home SwMI Visited SwMI
(\ rd
FE2 /FED

SS-ISI-PROFILE

SS-ISI-PROFILE ACK
=

Figure 23: Supplementary service profile exchange
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